
•	 Manage thousands of Clavister NetWall Firewalls

•	 Support for Zero Touch and Shadow Appliance

•	 Includes forensics, alarms and statistics tools

•	 Smooth and powerful firmware upgrade schedules

•	 Share policies between multiple firewalls

Manage all your Clavister NetWall firewalls centrally 

Clavister InControl is our premium centralized management system, built to handle thousands of Clavister 
NetWall Firewalls in large networks. Built-in AAA (Authentication, Authorization and Accounting) functionality 
alongside delegated management provides a secure, multi-user environment with multi-tenancy support.

With integrated support for reporting, version control, zero touch provisioning, shared policies and real-
time monitoring, Clavister InControl’s centralized management system makes for the ideal solution for large 
enterprises and service providers.

Challenges we solve

Centralized Management for large installations

Clavister InControl offers a comprehensive centralized management solution that will assist and help administra-
tors perform their daily tasks faster, easier and in a more streamlined way. With support for triple-AAA (Authen-
tication, Authorization and Audit) the integrity and configurations managed by the Clavister InControl system are 
kept under strict control. This level of control makes it easy to use delegated management, allowing specific 
teams and personnel to access only designated parts of the system.
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Clavister InControl Architecture

The Clavister InControl centralized management solu-
tion is built on a modern, robust and scalable client/
server architecture. It is a unified solution for all Clav-
ister NetWall products, regardless if they are hardware 
or virtual appliances. It works the same way across all 
Clavister NetWall products.

The Clavister InControl solution consists of the Clavister 
InControl Server and one or more Clavister InControl 
Clients. It is capable of servicing a large number of con-
current administrators and several thousand Clavister 
NetWall. This solution also includes the comprehensive 
Clavister InControl Logging Agent (ILA), which can 
reside alongside the Clavister InControl Server or on 
standalone hosts depending on traffic load or prefer-
ence.

Clavister InControl Server

The Clavister InControl Server is extremely robust and 
is capable of servicing a large number of administrators 
and configured devices. Built for scalability and flex-
ibility, the Clavister InControl Server is responsible for all 
communication between the Clavister InControl Clients 
and the Clavister ILA, as well as with all Clavister Secu-
rity Gateways in the network.

Clavister InControl Client

The Clavister InControl Client is the graphical user inter-
face which administrators use for everyday work and 
it offers a multitude of functionality and performance 
enhancements for administrators.

Clavister InControl Logging Agent

Included with Clavister InControl is a comprehensive 
logging solution comprised of Clavister InControl Log-
ging Agent (ILA). The log forensics in Clavister InControl 
Client offers advanced search, sort and filtering func-
tionality, which makes it easy for any administrator to 
find exactly what they are looking for. It is also possible 
to run the log forensics in real-time mode; a feature 
which comes in handy when troubleshooting network 
traffic.

Clavister AB, Sjögatan 6 J, SE-891 60 Örnsköldsvik, Sweden
Phone: +46 (0)660 29 92 00 � Web: www.clavister.com

Copyright © 2020 Clavister AB. All rights reserved. The Clavister logo and all Clavister product names and slogans are trademarks or registered trademarks of Clavister AB. 
Other product names and/or slogans mentioned herein may be trademarks or registered trademarks of their respective companies. Information in this document is subject 

to change without prior notification.


